
How A Fully Automated Pig Butchering AI 
Scam Factory Might Work 
Traditional pig butchering scam compounds in Southeast Asia leverage a network 

of 400,000+ trafficked scam workers. The packed trafficked workers are sent to 

facilities to run romance scams around the clock at locations all throughout 

Cambodia, Laos, Myanmar and Thailand.  

87% of the scam workers are focused on highly repetitive task such as texting 

victims, sending daily WhatsApp messages and luring victims into cryptocurrency 

schemes. 

An AI Pig Butchering Operation Might Have 3-5 People 

A fully autonomous operation needs only three to five people.  

One or two handle technical infrastructure and managing the AI bots. Another of 

couple workers manage the cryptocurrency laundering. A final worker might step 

in for high-value victims or conduct video calls using deepfake software like 

Haotian AI to fool victims further. 

These operators could work from anywhere. There are no compounds to raid, no 

workers to rescue, no physical evidence to seize.   

And they would be hard to find since they could literally be run from anywhere in 

the world. 

The AI Chatbots 

Large language models handle victim communication from first contact to final 

extraction of the victims money.  

The AI sends thousands of opening messages per hour using Sim Farms and 

automated bots. When someone responds, it remembers every detail, builds 

relationships over weeks, and adjusts its personality to match each victim. It 

juggles thousands of conversations simultaneously in any language without 

fatigue. 

The Deepfake AI Video System 



Victims eventually ask for video calls to confirm the person exists. Real-time face-

swapping software transforms whatever the camera captures into a synthetic 

persona.  

Platforms like Haotian AI already sell this technology to scam operations, 

generating millions in revenue according to cryptocurrency tracing firm Elliptic. 

An AI model or two might work in the scam operation and pretend to be any 

number of fake people they have created. 

The Voice Cloning Module 

Voice cloning systems generate synthetic speech matching each persona. The AI 

types responses, and the voice engine converts them to natural-sounding audio 

with accents and emotional inflection. 

The Fake Trading Platforms 

Once the victim falls in love, the scam pivots to money.   AI generated fake websites 

are created which are realistic enough to fool victims in depositing money.  These 

websites create realistic returns, and may elect to return small amounts of money 

to the victim to make the scheme more believable. 

The AI mentions cryptocurrency investments with amazing returns. Fake trading 

platforms show the victim's balance growing until they try to withdraw. Then come 

the fees, taxes, and demands until the victim is broke. 

The Economics 

Traditional compounds spend heavily on real estate, guards, food, and bribes. The 

automated factory has almost no overhead.  

Researchers have found that trafficked labor is currently cheaper than API costs, 

but that gap is closing fast. When the math tips, the AI machines will take over and 

we expect that could happen in 2026. 

See the attached infographic 



 


