
When Banks Catch the Fraud but Keep the 
Money: A Home Buyer's Seven-Month Fight 
A young couple's dream home purchase became a six-month nightmare when scammers 

intercepted their down payment and the bank held the money. 

For a couple about to wire their life savings for their first home in March 2024, a small tech 

glitch would trigger six months of financial chaos and expose how easily sophisticated 

scammers can bypass fraud controls. 

The couple was going to use CertifID, a service that protects consumers against wire fraud,  

to send funds for closing on their home but a technical glitch prevented them from being 

able to do it.  

The couple, who shared their story on Reddit, had done everything right on paper. They 

visited their title company's office in person to get wiring instructions when the secure 

verification system failed.  

But with closing just days away and the office phones going unanswered, they made the 

decision that thousands of home buyers make - they trusted an email that looked exactly 

like it came from their title company. 

The Perfect Crime 

Within a couple of hours after sending the wire, something unexpected happened. The 

receiving bank's fraud department froze the funds, suspicious that such a large sum was 

heading to a personal account with "house closing" in the memo line. 

"We were fortunate enough that our bank put in a lot of detail for the transfer," the victim 

wrote, noting that most wire fraud succeeds because banks rarely question transfers once 

initiated.  

The scammer had made one critical error: using a personal account at a major bank instead 

of an offshore institution where funds could disappear instantly. 

The CertifID Glitch On Their Phone Prompted The Fraud 

Scam 

CertifID has become the real estate industry's answer to wire fraud, processing over $1 

trillion in protected transactions since 2017. The system works by sending buyers a secure 

link to verify wiring instructions through text message. 



But for the couple, the text wouldn't load properly when they needed it too. When they 

returned to the title company's office for help, it was already closed for the day.  

Anxious to make sure the deal would go through, they decided to just send the money 

based on email they thought came from their title company.   It didn’t. 

"The week prior to closing, we received multiple emails from our title company to confirm 

we have cash to close," the couple recalled. These emails, which seemed overly persistent 

at the time, were actually from scammers building trust and urgency before sending the 

fake wiring instructions. 

Six Months in Banking Hell 

What followed was a malaise of finger pointing where the receiving and sending banks 

pointed fingers at each other back and forth.  The couple was stuck in the middle. 

Her bank, which sent the wire, insisted the receiving bank needed to release the funds. The 

receiving bank claimed they couldn't help non-customers with fraud recovery. 

The couple drove hours to the receiving bank branches, took time off work, and made 

hundreds of phone calls. A branch manager named "Jim" and a teller called "Jane" became 

unlikely allies, secretly helping them navigate the banks internal systems. But even their 

inside knowledge couldn't break through the bureaucracy. 

Her bank and the receiving bank passed forms back and forth for months, each claiming to 

wait for documents from the other. 

The Board Member Who Changed Everything 

After filing complaints with state regulators and getting nowhere, help came from an 

unexpected source. The wife mentioned their ordeal to an old mentor during a casual 

phone call. That mentor happened to know someone on her banks board of directors. 

Within 24 hours of contacting the board member through social media, the couple received 

a call from her own banks fraud department. The bank suddenly discovered they could pay 

back the money with interest after all. The funds that had been "impossible to recover" for 

six months appeared in their account the next day. 

It goes to show that even when fraud is stopped, it can still be a major headache for 

customers to get their money back.  


