
Miami Party Boy Indicted In Massive IBO Merchant 
Fraud Scheme 

 
Thousands of Americans are getting involved in IBO (Independent Business Operator) 
merchant schemes, not realizing that they are getting involved in fraud.   And now, yet 
another massive scheme has emerged. 

Prosecutors have charged four people including Miami party boy Daniel Liburdi in what they 
describe as an elaborate scheme that allegedly defrauded financial institutions through 
fraudulent merchant processing accounts, resulting in over $128 million in illicit proceeds. 

Daniel Liburdi, Joseph Scotto, Gregory Walker, and Frank Carbone III are accused of 
orchestrating a sophisticated operation that exploited vulnerabilities in the merchant 
banking system through a network of shell companies and deceptive practices. The 
scheme, which ran from 2018 to 2023, allegedly involved creating fake business entities to 
process high-risk transactions while evading standard banking safeguards. 

Liburdi and his co-defendants allegedly funneled $128,144,908.66 through fraudulent 
applications to U.S. financial institutions for merchant processing accounts, as per a press 
release detailing the indictment. 



“The conspirators could then process credit and debit card transactions to support an e-
commerce business that employed risky and unethical selling tactics,” the statement 
explained. 

 

A Complex Web Of Companies 
At the heart of the operation was a complex web of companies including International Click 
Exchange LLC (ICE), Green Brick Media LLC, and Swipe Wyre Media LLC.  

These entities, prosecutors say, were used to facilitate "negative option marketing" and 
"card rebilling" practices – controversial sales techniques where customers are charged 
repeatedly without explicit consent. 

 

They Circumvented Banking Controls With IBO’s 
The indictment details how the defendants allegedly circumvented traditional banking 
safeguards by recruiting "Independent Business Owners" (IBOs) to serve as fronts for their 
operations. These IBOs would provide their personal information in exchange for 



compensation, allowing the conspirators to establish merchant accounts under seemingly 
legitimate business names. 

According to the indictment, the defendants recruited IBOs as seemingly legitimate 
frontmen, o_ering compensation in exchange for their personal identifiable information 
(PII) - including social security numbers, dates of birth, and addresses.  

This wasn't merely a matter of collecting data; it was about creating a convincing veneer of 
legitimacy. For instance, when West Town Bank & Trust or Fifth Third Bank performed their 
due diligence calls, the conspirators would allegedly coach these IBOs (or impersonate 
them directly) to provide rehearsed responses that would satisfy the banks' verification 
requirements.  

The IBOs e_ectively served as human shields, their identities creating a bu_er between the 
fraudulent operations and the actual orchestrators. When merchant accounts would 
inevitably face scrutiny due to high chargeback rates or customer complaints, it was the 
IBOs' names on the paperwork, not the scheme's true architects. 

 

This strategy proved so e_ective that even when certain merchant accounts were 
terminated and added to Mastercard's MATCH list (a database of problematic merchants), 
the conspirators could simply recruit new IBOs and start fresh with di_erent banks, 
maintaining their lucrative operation for nearly five years. 



The scheme was particularly notable for its methodical approach to evading detection. The 
defendants allegedly took extensive measures to make their shell companies appear 
legitimate, including: 

 

- Establishing professional-looking websites 

- Creating false business documentation 

- Obtaining legitimate employer identification numbers 

- Opening business bank accounts under the shell companies' names 

- Setting up sophisticated online payment portals 

They Coached The IBO’s To Impersonate Legitimate 
Business Owners 
One of the most striking aspects of the operation was its use of impersonation during bank 
verification calls. The conspirators allegedly coached individuals to impersonate legitimate 
business owners during these crucial verification procedures, providing false information 
to secure merchant accounts. 

The operation targeted major financial institutions, including West Town Bank & Trust and 
Fifth Third Bank, through their Independent Sales Organizations (ISOs). These ISOs, 
including West Town Payments LLC and Payroc LLC, served as intermediaries for merchant 
account applications. 

The scheme's sophistication extended to its money laundering component. Prosecutors 
allege that the defendants used the proceeds from their fraudulent activities to finance 
further operations, including paying for internet advertising to attract more customers to 
their deceptive websites. 
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