
Fraudster Ran 
Nationwide 
Identity Theft 
Ring Targeting 
7,500 People 
Across 35 States 
 

Rodrick Florence Jr. stole personal data from 7,500 people and used fake IDs to drain bank 

accounts across multiple states 

Rodrick Florence Jr ran a massive identity theft scheme that targeted Navy Federal 

Credit Union members and other financial institution customers across the United 

States. 

He pleaded guilty to bank fraud and aggravated last week. 

He Used A Network of “Handlers” Wearing Earpieces To 
Visit Bank Branches 

Between March 2021 and March 2023, Florence had a database of personal 

information from more than 7,500 individuals. He used that database to create fake 

driver's licenses, passport cards, and debit cards in  people's names and then used 

photos of himself or his fraud ring associates to defraud victims and banks. 

The scam relied on a network of "handlers" and "imposters" working together. 

Florence would ship fraudulent cards via FedEx to fraud ring associates in different 

states. The impersonators would then visit bank branches armed with fake 

identification and Bluetooth earpieces. 

With those earpieces, handlers could listen to conversations between imposters 

and bank employees. When tellers asked security questions, the handlers fed 

answers to the imposters in real time.  Kind of like a TV show right? 



"The handlers were able to hear what any employee the imposters encountered 

were saying and also could feed instructions and additional information to provide 

during the interaction that only the imposters could hear," court documents state. 

$335,000 Stolen from Navy Federal Alone 

Navy Federal Credit Union was the single largest victim in Florence's scheme. He 

and his fraud ring accomplices attempted to access accounts belonging to more 

than 250 Navy Federal members and successfully stole over $335,000. 

The broader fraud operation netted at least $335,144 from Navy Federal and 

attempted to steal an additional $306,777.  

Florence's network used personal information from at least 255 actual Navy Federal 

members who were located in at least 35 different states. 

But the scheme wasn't limited to Navy Federal. Court records show he targeted 

"other financial institutions" but they didn’t specify which ones. 

A Coordinated Criminal Network Where Others Helped 

Him 

Florence didn't work alone. Four other conspirators received sentences in state 

court as part of the joint investigation. 

Freedom Prince Brown, 32, got 48 months in prison after pleading to racketeering 

charges. Ridel Baptiste Michel, 33, served about 20 months before his release. 

James Matthew Spears, 60, received time served of approximately 24 months for 

illegal use of personal identification information, grand theft, and possession of a 

forged driver's license. 

Michelle Moore, 43, got two years in prison after pleading to multiple charges 

including illegal use of personal identification information and possession of a 

forged driver's license. 

His Phone And Computers Were Seized 

When authorities took Florence's devices in March 2023, they found a ton of 

criminal evidence. His two cell phones and laptop computer contained documents, 



spreadsheets, photographs, and videos with personal information from more than 

7,500 people. 

The files included the type of sensitive data that makes identity theft possible: 

names, addresses, phone numbers, birth dates, Social Security numbers, driver's 

license numbers, passport card numbers, and financial account numbers. 

In one specific example, when Florence shipped fraudulent cards via FedEx to 

accomplices in Pensacola, Florida. He directed them to use the cards and 

additional personal information to steal from three specific Navy Federal members' 

accounts. The team traveled to three different Navy Federal branches in the 

Pensacola area and attempted to withdraw cash from each targeted account. 

Many Police Agencies And Navy Fed’s Security Team 

Took Him Down 

The case resulted from cooperation between multiple agencies. The U.S. Postal 

Inspection Service, Florida Department of Law Enforcement, Escambia County 

Sheriff's Office, Gulf Breeze Police Department, and State Attorney's Office for the 

First Judicial Circuit all participated. 

Navy Federal Credit Union's Global Security Investigations team and the Carrollton 

Police Department in Georgia provided additional support. 

"This case is an excellent example of how coordination between federal, state, and 

private stakeholders leads to justice for those in our community whose identities 

were stolen," said John P. Heekin, U.S. Attorney for the Northern District of 

Florida. 

 

Read More 
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