
Half Off Bills Facebook-Based Bank Fraud Scheme 

Targeted Credit Unions 

 
A bank fraud ring based in Fresno used social media to recruit people into a scheme 

that attempted to steal nearly $1 million from credit unions. Six people, including a 

Postal Service employee who stole mail to fuel the fraud, now face federal charges 

that could result in decades behind bars. 

Postal Worker Steals Mail to Power Million-Dollar 
Scheme 

Abreiana Rogers, a 29-year-old Los Angeles woman, appeared in federal court in 

Fresno last week on charges stemming from her alleged role in the elaborate fraud 

operation. Five Fresno residents were previously charged in November 2024: Nyric 



Hinton, 26; Zion Brewer, 39; Zorian Temple, 23; Davonntae Barfield, 30; and Harry 

Cooper Neal, 29. 

Brewer, employed by the U.S. Postal Service, allegedly abused his position to steal 

mail containing checks and financial information. The stolen materials were then 

used to create fraudulent deposits at credit unions across the region, according to 

court documents filed by prosecutors. 

“Bring Me Your Bank” Strategy On Facebook 

Between April 2022 and January 31, 2023, the defendants allegedly used Facebook 

and Facebook Messenger to recruit bank account holders with promises of easy 

money. These individuals were told they would receive a percentage of any 

fraudulent funds deposited into their accounts. 

This is a common scheme on Facebook with hundreds of groups that promise 

hopeful people that they can pay their bills.   In many cases, people do not realizing 

that they are committing fraud. 

The scheme targeted everyday people looking for quick cash, with Facebook 

recruiters offering a simple proposal. Bank account holders were promised they 

could earn money simply by providing access to their accounts. 

 

 

 

 

 

 

 

 

 

 

 



They Told Mules What To Say 

The group didn't just rely on stolen checks and social media recruitment. To evade 

detection, the defendants shared information about known weaknesses in credit 

unions fraud systems. They also prepared their mules with cover stories, 

instructing account holders to claim their accounts had been compromised if 

contacted by the financial institutions about suspicious transactions. 

Rapid Cash-Out Method 

After depositing stolen or fraudulent checks into the account holders' accounts, the 

group would "rapidly withdraw the funds" using electronic transfers and cash 

withdrawals, prosecutors allege. The defendants then shared the proceeds among 

themselves and other co-conspirators. 

By the time banks detected the fraud, the money was already gone – distributed 

among the participants and difficult to recover. 

Over 100 Bank Accounts And $1 Million 

The scheme's reach was substantial. Prosecutors allege the defendants attempted 

at least $1 million in fraudulent transactions with financial institutions, 

fraudulently used over 100 bank accounts, and successfully obtained hundreds of 

thousands of dollars. 

Credit unions, which often have fewer resources for fraud prevention than larger 

banks, were particularly targeted by the operation. 
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