
Ex Baltimore Ravens Coach Indicted For 

Shocking And Widespread Digital Stalking 

Scheme 

 
Matthew Weiss, a former Baltimore Raven and Michigan Wolverine coach is facing 

federal charges for an elaborate cyberstalking operation that spanned nearly eight 

years, targeting thousands of female college athletes across the country.  

The 24-count indictment, filed March 20 in federal court, reveals a disturbing 

pattern of how he accessed thousands of athletes accounts through access to 

sensitive systems and them hacked into their email accounts to steal private 

intimate photos and videos. 

Between 2015 and January 2023, Weiss allegedly hacked into the social media, 

email, and cloud storage accounts of more than 3,300 people. His primary targets 

were female college athletes, whom he researched based on their school affiliation, 

athletic history, and physical characteristics. 



He also stolen PII and Medical data of more than 150,000 athletes.  This included 

information from student athletic databases 

Sophisticated Hacking Techniques 

Weiss employed multiple methods to gain unauthorized access to victims' 

accounts. He first breached the security of athletic databases maintained by Keffer 

Development Services, a third-party vendor serving over 100 colleges and 

universities. 

"Weiss obtained access to these databases through compromising the passwords of 

accounts with elevated levels of access, such as the accounts of trainers and athletic 

directors," the indictment states. This initial breach gave him personal information 

and medical data for more than 150,000 athletes. 

The hacker then downloaded athletes' passwords that were stored in the system. 

Though these passwords were encrypted, Weiss allegedly cracked the encryption 

using research he conducted online. 

Methodical Research of Victims 

Weiss conducted extensive research on his targets to obtain personal details useful 

for password guessing. He gathered information such as mothers' maiden names, 

pets' names, places of birth, and nicknames. 

Using this combined intelligence from athletic databases and internet research, he 

successfully accessed the social media, email, and cloud storage accounts of more 

than 2,000 targeted athletes. His method involved either guessing or resetting their 

passwords based on personal information he had gathered. 

The indictment details how Weiss created detailed notes on his victims. He kept 

records commenting on their bodies and sexual preferences after viewing their 

private photos and videos. 

University Systems Compromised 

The University of Michigan was among the educational institutions targeted by 

Weiss. In December 2022, he allegedly reset passwords for more than 40 email 

accounts belonging to University of Michigan alumni. 



"After resetting the passwords of more than 40 email accounts of University of 

Michigan alumni, Weiss accessed more than 25 of these accounts," the court 

document states. This access allowed him to search for private photographs and 

videos not meant for public sharing. 

Weiss also targeted Westmont College, compromising the accounts of at least five 

students or former students. His unauthorized access spanned multiple technology 

providers and university systems across the country. 
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