
 
Violent Crypto Thieves: A New Breed of 
Home Invaders and Fraud Violence 

 

In a series of crimes that spanned four states, a gang of more than a dozen men 
orchestrated a violent spree of home invasions, kidnappings, and assaults - all in pursuit of 
cryptocurrency. The case, which federal prosecutors are calling one of the worst crypto-



focused serial extortion schemes in U.S. history, reveals the dark intersection of digital 
assets and old-fashioned brutality. 

The Ringleader's Downfall 

At the center of this criminal enterprise was 24-year-old Remy Ra St. Felix of West Palm 
Beach, Florida. Earlier this week, a federal jury in Greensboro, North Carolina convicted St. 
Felix for his role in leading the violent conspiracy.  

"St. Felix and his co-conspirators targeted victims across the United States for brutal home 
invasions, kidnappings, and robberies in order to steal cryptocurrency," said Principal 
Deputy Assistant Attorney General Nicole M. Argentieri. 

 

A Trail of Terror 

Court documents paint a disturbing picture of the gang's methods. Between September 
2022 and July 2023, St. Felix and his accomplices carried out a series of attacks in North 



Carolina, Florida, Texas, and New York. Their modus operandi was consistent: break into 
homes, terrorize the occupants, and force them to transfer cryptocurrency at gunpoint. 

The Elderly Couple in Durham 

One of the most harrowing incidents occurred in Durham, North Carolina in April 2023. St. 
Felix and an accomplice, posing as construction workers, knocked on the door of an elderly 
couple's home at 7:30 AM. When the wife answered, they knocked her to the floor. Hearing 
his wife's screams, the husband rushed in, only to be punched in the face. 

The thieves bound the couple with zip ties and dragged the wife into a bathroom. For the 
next several hours, they tormented the husband, threatening to cut o[ his toes and 
genitalia, sexually assault his wife, and shoot him if he didn't comply. Under duress, the 
victim transferred about $156,000 worth of cryptocurrency before the thieves destroyed the 
couple's phones and computers and fled. 

A Kidnapping Gone Wrong 

 

In another incident, the gang targeted a man they believed to be a fellow hacker who had 
previously stolen cryptocurrency from one of their associates. After conditioning their 
victim with repeated pizza deliveries, they ambushed him at gunpoint when he returned 
home. 

The ordeal quickly escalated into a kidnapping. The victim was bound with bootlaces, 
beaten, and driven 120 miles from his home as the criminals attempted to extort his friends 
and family. In a terrifying moment, the captive was forced to kneel on the ground, leading 
him to believe he was about to be executed. He managed to escape as one of the gang 
members fired a shot from their moving vehicle. 

Torture and Near-Misses 

The gang's brutality knew few bounds. In Texas, they subjected a victim and his family to 
horrific abuse, including burning the target's arm with a hot iron and shoving sharp objects 
under his mother's fingernails. Despite their vicious methods, the criminals failed to locate 
a hardware wallet containing $1.4 million in cryptocurrency hidden in a moving box. 

High-Tech Prep, Low-Tech Violence 

What sets this case apart is the blend of sophisticated digital reconnaissance and crude 
physical violence. The gang used hacking techniques to identify potential targets, gaining 



unauthorized access to email accounts to assess cryptocurrency holdings. They then 
conducted physical surveillance before launching their attacks. 

"If you can spend millions of dollars in a few seconds or a few minutes, then that's a pretty 
good indication you probably don't have enough layers of security around those assets," 
warned Jameson Lopp, chief security o[icer at Casa, a cryptocurrency security firm. 

A Wake-Up Call for Crypto Holders 

The case serves as a stark reminder of the unique vulnerabilities faced by cryptocurrency 
owners. Unlike traditional bank accounts, crypto wallets can be emptied instantly and 
irreversibly with just a password or private key. This makes them an attractive target for 
criminals willing to use extreme measures. 

"Crypto, as this highly liquid bearer asset, completely changes the incentives of doing 
something like a home invasion," Lopp explained, highlighting the need for enhanced 
security measures among crypto holders. 

The End of the Road 

St. Felix's reign of terror came to an end in July 2023 when he was arrested in the parking lot 
of a McDonald's in West Hempstead, New York. FBI agents found an AK-style rifle and zip 
ties in his vehicle - evidence suggesting he was en route to another planned home invasion. 

Thirteen of St. Felix's co-conspirators have already pleaded guilty to their roles in the 
scheme. St. Felix himself now faces a minimum of seven years in prison, with the 
possibility of a life sentence. 

A New Frontier in Crime 

This case highlights the evolving nature of crime in the digital age. As cryptocurrency 
becomes more mainstream, law enforcement agencies are grappling with new forms of 
theft that combine high-tech methods with brutal, old-fashioned violence. 

As the dust settles on this unprecedented case, crypto enthusiasts and casual users alike 
are left to ponder the security of their digital assets. In a world where millions can be 
transferred with a few keystrokes, the line between the virtual and physical realms of crime 
has never been thinner - or more dangerous. 
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